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Abstract

Cloud has gained interest in being used in building
information systems for healthcare agencies around the
world, including Thailand. However, the transition to the
cloud requires consideration of many factors including
security and organizational readiness. In order to make
the information system of public health agencies in the
cloud secure and safe in accordance with the laws of
Thailand. This paper explores the literature related to

cloud safety standards and cloud use for public health

agencies in order to summarize recommendations for
cloud adoption approaches for public health agencies in
Thailand.
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